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5. BAN OF ACCESS TO INFORMATION 
 

The law prescribes that access to information can be restricted only if its disclosure would 
significantly imperil national security; defense and international relations; public security; 

commercial and other economic private and public interests; economic, monetary and foreign 
exchange policy of the state; prevention, investigation and processing of criminal offences; 

privacy and other personal rights of individuals; and the procedure of processing and adoption of 

official enactments.  
 

The law prescribes also that access to information is banned only if the publishing of information 
would cause damage overriding the public interest for the disclosure of that information. 
 

The fact that separate regulations governing the issues of state and business secret, 

and the protection of data on personalities have not yet been adopted, and that some 
laws adopted before the Law on Free Access to Information classify certain types of 

data as secrets also represents a significant problem.  
 

Many institutions have tried to restrict access to information of public interest quoting exceptions 
prescribed by the Law, and not explaining the manner in which disclosure of the requested 

information would imperil other interests. 
 

Court practice has confirmed that institutions have an obligation to perform the 
legally prescribed harm test, so that decisions by which access to information was 

banned based on exceptions prescribed by the law, in cases when institutions 
ignored the obligation to assess whether the public interest to know overrides the 

interests that could be imperiled by disclosure of information, were annulled. 

 
 

Law on Free Access to Information, Article 9 

 
Access to information is banned if its disclosure would significantly imperil:  

 

1) national security, defence and international relations, through: 
- information of security-information and intelligence agencies for national security;  

- information of the military-intelligence services; 
- information on operations of the armed forces; 

- information on objects, installations and systems that are used exclusively in defence of 
the country; 

- information important for work of international courts, international invesigation bodies 
and other international bodies and organizations; 

 
2) public security, through: 

- information relating to public danger and state of emergency; 
- information relating to security of individual, people and material goods; 
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3) commercial and other economic private and public interests, through: 

- information relating to financial, monetary or commercial affairs of the state with other 
states, international organizations or other legal and physical persons; 

- information representing a business secret; 
- information included in the special law on secrecy of data; 

 

4) economic, monetary and foreign-exhange policy of the state, through: 

- information on national economy, financial policy initiatives, operative plans and 
economic policy documents;  

- information on capital market and financial market; 
 

5) prevention, investigation and processing of criminal offences, through: 
- charges submitted to bodies competent for revealing and prosecuting criminal 

offenders, which include data relating to preparation and execution of criminal offences 
and their perpetrators;  

- information of witness protection; 
- information on perpetrators of criminal offences who are minors; 

- information relating to the investigation procedure; 
- information relating to struggle for prevention of organized crime, operative plans and 

specialized groups for prevention of organized crime; 

- information relating to prevention of money laundering and financing of terrorism; 
 

6) privacy and other personal rights of individuals, except for the needs of court or 

administrative procedure: 

- information on the private life of a party and a witness in a procedure, on victims and 
persons injured by a criminal offence, as well as data on the convicted persons; 

- data included in personal and medical files of persons, results of psychiatric 
investigations, psychological tests and personal abilities tests; 

- information relating to determining of parental right, adoption of a child and other.; 
- information on employment, salary, pension, assistance for material securing or other 

social allowances for persons; 
- information on the telephone number, permanent residence of a person or his/her 

family, if s/he required from the competent body to keep these data secret for resons of 
a grounded belief that his/her or the security of his/her family is threatened; 

 
7) procedure of processing and passing of official enactments, through: 

- information including views relating to negotiations of public authority bodies 
which are under way; 

- information which is being processed, or information that does not have the form 

of an official enactment, except for the law and other general enactments. 
 

Interests from paragraph 1 of this Article are significantly threatened if damage 

caused to them by disclosure of information would override the public interest for 
disclosure of that information. te informacije. 
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Case study 4: Business secret 

 
MANS asked from the Agency of Montenegro for Economic Restructuring and Foreign 

Investments (APPSU) Contracts on privatization of the most important companies: Aluminium 

Plant Podgorica, Ironworks, Telekom and Jugopetrol and of all the annexes to these contracts. 
 

APPSU refused the request of MANS with the explanation that „disclosure of this 
information – contracts would significantly imperil the commercial and other 

economic,  private and public interests“. 
    

 
Decision of APPSU from January 24 2007 

„Access to information – contracts on the sale of „Ironworks“ Niksic, „Aluminium 
Plant“ „Telekom“, „Jugopetrol“ and all the annexes is not allowed because 
disclosure of this information -  contracts would imperil significantly commercial 
and other economic, private and public interests.“ 

 

„The above mentioned request cannot be granted i.e. access to information – 
contracts with all the annexes is not allowed because their disclosure would 
significantly imperil the commercial and other economic, private and public 
interests, since this information – contracts and annexes represent also a 
business secret as they explicitely state. 
 
Disclosure of this information – contracts and annexes would cause damage for 
contracting parties overriding the public interest for their disclosure. „ 
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By its complaint from February 23 2006 MANS disputed the decision of the Agency: 
 

„Restriction of access to information, in every concrete case, must be preceeded by a harm test 
of publishing of a particular information, i.e. determining whether the disclosure of the requested 
information will cause damage to a certain protected interest overriding the damage to public 
interest caused by non publishing of that information. Harm test of publishing of information is 
done by virtue of an office, which means that the cost of proving will be born by the public 
authority body conducting the procedure. 

 

The decision of the Agency for Economic Restructuring and Foreign Investments does not include 
proofs that this institution conducted a harm test in the procedure of passing the decision.... 
 

The Administrative Court annulled the decision of the Agency for it did not include an 
explanation on why the contracts on privatization represent a business secret.  
 

The Court stated that “the notion of a business secret has not been explained in this 

concrete case”, and that “the circumstance that the contracting parties agreed to 

“protect their contracts from public disclosure”, by itself is not a sufficient rason for 
refusal of the request of the accuser for access to information, since the parties 

cannot make contracts whose provisions would be contrary to the positive 
regulations.” 

 
Verdict of the Administrative Court from June 13 2006 

“Through insight into the disputed decision it was determined that it does not include 
reasons on which the decision of the defendant is based, i.e. an explanation why the 
subject contracts on the sale of companies represent a business secret. Also, the notion of 
a “business secret” in this concrete case was not explained either. The circumstance that 
the contracting parties agreed to make their contract “protected from public disclosure”, by 
itself is not a sufficient reason for refusing the request of the accuser for access to 
information, since the parties cannot make contracts whose provisions would be contrary 
to positive regulations.” 
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According to the verdict of the Administrative Court the Agency passed a new decision by 
which againt, on the same grounds, access to information is banned. The very 

enactment of the Agency explained in detail the reasons for which the documents were 
proclaimed secret, but again it did not conduct the harm test. 

 
- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 

 
Decision of the Agency from June 21 2006 

 

„The notion of a „business secret“ in this concrete case is represented by data and facts included in 
the above mentioned contracts and annexes relating to financial, monetary, commercial and other 
affairs whose disclosure, i.e. communication to third parties without consent of the foreign partner 
could have harmful consequences for the local contracting party – the Government of the Republic 
of Montenegro and the republican funds, for the foreign partner could in that case terminate the 
contracts and ask an enormous indemnification in the form of compensation for damages and lost 
profit. 
 

As it is well known, foreign investors – partners in the above quoted contracts are renowned foreign 
companies that have the same or similar contractual arrangements in many countries so the 
disclosure of the content of the above mentioned contracts (financial, marketing, commercial and 
other data) to third parties could imperil their current arrangements in those countries in the sense 
of insistance of their contractual partners on the review of the existing arrangements, in the sense 
of their improvement (analogously to the contractual arrangement with the Aluminium Plant) which 
could cause great material expenditures for the foreign partners.  
 

Therefore, for these reasons foreign partners insisted on the „business secret“ and domestic 
partners (the Governement of RoM and the republican funds) along with their arguments accepted 
this as well as a contracual obligation, which means that the domestic patners on their side „have 
nothing to hide“ but strictly respect the contractual obligations and protect the interests of the 
foreign partner, and thus also their own interests.“ 

 

„Thus, having in mind the above it is clear for which reasons access to information - 
contracts is not allowed– because the harm caused to contractual parties by their disclosure 
would override the public interest for their dislosure.“ 
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MANS disputed this decision of the Agency by a complaint to the Administrative Court 
which states the following: 
 

...The decision does not state the legal grounds for proclaiming of a business secret but 
only gives the statement of the Agency Director on what could happen in case of the 
contract disclosure without any proofs that this would cause damage to the investor and that it 
would override the public interest to know. 
 

Namely, assessments of the Agency Director that the disclosure of the data could cause great 
material expenditures for the foreign partner and that the foreign partner “could terminate these 
contracts and ask enormous indemnification” are not facts but represent only a subjective 
experience of the possible consequences of the contracts disclosure. 
 

Obviously the Agency did not conduct a harm test, for the decision does not include a single 
statement showing that the interest of citizens to know how their property was sold was taken 
into account, but the Agency only and exclusively dealt with the investors’ interests … 
 

The Administrative Court annuls againt the decision of the Agency, for the 
explanation of the decision does not state, nor do the documents of the case include 

proofs that the disclosure of the requested information would cause damage to the 
commercial, economic, private and public interests significantly overriding the public 

interest for disclosure of the requested documents. The Court ordered the Agency to 
pass a new decision grounded in the law, taking into account the objections from the 

verdict. 

 
Verdict of the Administrative Court from 10 March 2007 

„In a repeated procedure, the accused body will take into account the objections 
from this verdict (Article57 of the Law on Administrative Procedure) and pass a new 
decision based on the law.“ 
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After the verdict, the Agency submitted a decision by which it rejects the request of 
MANS with the explanation that it does not hold the copies of the requested 

contracts. 
 

 
Decision of the Agency after the verdict of the Administrative Court from March 4 2007 

 

On June 6 2007 a complaint was lodged against this decision of the Agency too, and 
the verdict has not been passed yet, so that 20 months after the submission of the 

request for information the case is still under way. 
 

„The sale contract for „Telekom“ AD Podgorica is found with the sellers of shares i.e. 
the Government of the Republic of Montenegro and the Employment Agency of 
Montenegro. 
The sale contract for „Jugopetrol“ AD Kotor is found with the sellers of shares i.e. the 
Republic of Montenegro, the Pension Fund of the Republic, the Employment Agency 
of Montenegro and the Development Fund of Montenegro.“ 
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Case study 5: State secret 

 
 

The National Security Agency refused to make public the data on the number of persons who 

were tapped and surveilled in 2005 by the Agency, stating that it would significantly 

endanger national security. 

 
Decision of the Agency for National Security from 28 March 2006 
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Allegations from the MANS’ complaint against the NSA filed on April 27 2006 
  

“… The Decision of the National Security Agency is unlawful since publicising the number 
of persons being tapped and surveilled may not endanger the performance of Agency 
duties, nor jeopardize the security of the persons and the state, since the request was 
not for the disclosure of any names, the reasons why the NSA did this, nor the data on 
the employees who exercised the duties within the scope of competences of the Agency. 
 

NSA is obliged to publicize the requested information; the public is entitled to be 
informed about the number of tapped and surveilled persons as it is one of indicators of 
the Agency operation and an indicator of its efficiency and scope of activities.  
 

Considering that, for the exercise of its activities, the Agency spends budgetary 
resources, the interest of the public to know in what manner the taxpayers’ money is 
being spent and whether the scope of the activities corresponds to the total amount of 
funds spent is unquestionable.  
 

Even if the requested document would contain information that might endanger national 
security, the Agency would still be obliged, pursuant to Article 13, paragraphs 2, 3 and 
4, to enable access to information after deleting the part of information that is restricted. 
 

… In the decision of the Agency there is no evidence that this institution conducted any 
test of harm in the procedure of passing the decision…” 
 
 

“…. By the request for information we did not ask for the publication of the names of 
individuals employed with the Agency, which would affect both the operation of the 
Agency employees and their personal security, and thus the security of the state. We 
only asked for the number of employees financed from the budget, and every citizen has 
the right to know how taxpayers’ money is spent, including the NSA, which is a state 
institution and whose employees are on the budget payroll. 
 

Also, the request did not refer to the number of the associates of the Agency, just 
permanent staff, i.e. persons for whom wage contributions and taxes are paid. 
Considering that, pursuant to the new Law, the Agency was separated from the Ministry 
of the Interior, it is obliged to pay taxes and contributions for its employees, and thus 
the persons in public bodies in charge of accounting and control of taxes and 
contributions payments as well as the bank through which the payment of salaries is 
performed have the information on the exact number of employees with the are to be 
kept as a state secret, and this information is already possessed by officers outside the 
Agency, there is not a single reason why this information may not be public.   
 

Furthermore, pursuant to the Law on the NSA, some of the Agency posts are occupied 
through public announcements of vacancies as envisaged by the Law on Public Servants 
and State Employees, and thus the Agency was obliged at least to make that information 
public….” 
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Upon the complaint filed by MANS, the Administrative Court organised an oral hearing four 
months after the complaint had been filed. 

 
 

MINUTES FROM THE MAIN HEARING (Translation) 
 

Plaintiff: Network for the Affirmation of the Non-governmental Sector – MANS 
 

Defendant: National Security Agency 
 

 
This hearing is public. 

 
 

Litigants have no objections to the composition of the panel of judges. 

 
The reporter presents the facts from the file. 

 
The plaintiff’s representative confirms the complaint adding: 
 

By no means could have the requested data indicate the potential and the capabilities of material 

resources of the NSA since the Agency was not requested to provide information regarding how 
many people could have been tapped and surveilled potentially which would indicate their 

capabilities, but how many were actually surveilled in 2005. The material resources of the Agency 
are defined in the Budget Law which is publicized in the Official Gazette of the Republic of 

Montenegro and thus our request did not either relate to that aspect and in that sense we 
believe that this section of the response to the complaint is irrelevant.  

 

In its response the Agency states which institutions monitor the legality of its operation whereas 
in our request we never questioned the legality of its operation neither did the complaint refer to 

that aspect, and we have not either been assessing the democratic capacities of the National 
Security Agency, as is stated in the rationale, or in any other manner question whether it is 

lawful to perform surveillance and tapping of individuals but we asked solely for the information 
on the number of people surveilled last year and thus we deem that this section of the response 

to the complaint is also irrelevant.  
 

The third segment of the response to the complaint is also irrelevant since there the Agency 

refers to Article 18 of the Law which is again not within the scope of our interest here since we 
do not contest the Agency’s resolution regarding the inspection into secret files kept by the 

Agency, which is the area regulated by Article 18 of the Law on National Security, but we solely 

request the number of surveilled and tapped persons last year.  

 



5. Ban of access to information 

_______________________________________________________________________________ 
 

 39 

The last thing we find significant for the complaint is the section where the Agency states that 
our request was dealt with according to their free assessment which is directly conflicting Article 
9 of the Law as referring to Article 3 of the Law, and the Agency has again not submitted 

evidence in response to the complaint regarding whether it has conducted the test of harm 
whether the disclosure of the requested information might endanger national security. Thus, in 

its response to the complaint the Agency clearly showed that it was not led by any law but states 

that there is no law to regulate the issues relating to protection of secret data which implies that 
according to own judgment, contrary to Law on Free Access to Information, it unlawfully refused 

our request. 
 

It submits to the court the resolution of the Commissioner for information of public interest of 
Serbia dated 22.12.2005 where it is clearly explained why the information agency of Serbia has 

to publish data on the number of persons tapped during the year 2005, since publishing of such 
data is of public interest. Also the court was submitted the resolution of the Supreme Court of 

Serbia relating to this matter. 
 

Responding to the complaint, the defendant’s attorney confirms the written response, adding: 
 

Deciding upon the request submitted by MANS, the Agency passed the disputed resolution 
pursuant to Article 9, paragraph 1, item 1 of the Law on Free Access to Information, referring to 

Article 16, items 1 and 2 of the Law on Free Access to Information enlisting the information with 
restricted access where the information possessed by the intelligence and security agencies in 

charge of national security is heading the list. Since Article 16 of the Law on NSA obliges the 
Agency to keep records and collections of data gathered pursuing the activities of the Agency, 

the register of data, records of the use of secret means and methods of data gathering and the 

documents contained therein are a state (not an official or business) secret and are classified as 
strictly confidential, considering that such data fall into the category of secretly gathered data, 

that the application of means and methods for secret data gathering is established when the 
required data may not be obtained otherwise and that the application of these measures needs 

to be approved for each individual case. Even in the case of parliamentary oversight over the 
operation of the Agency performed by the Parliament of Montenegro through its relevant bodies, 

Article 44 of the Law on NSA envisages written obligation of keeping the state, official and 
military secret acquired in the course of their oversight for members of the relevant body. 

 

Clarifying the allegations stated by the plaintiff, he added: 
 

Considering that these are the data still having operational value and as such may be abused I 

deem it justified to classify as confidential the request for data since through interference of the 

Agency in performing its tasks it directly or indirectly may lead to endangering national security 
which is the main task of the National Security Agency. 

 
Considering that the Budget Law was published in the Official Gazette  the data on allocated 

funds for the National Security Agency is publicly available, even broken down into separate 

items. 
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As for the test of harm, the Law on Free Access to Information does not recognise such a test, 
but this term might have been encountered only at events discussing the application of this Law, 
and it implies the duty of the body when acting pursuant to the Law in passing the resolution to 

assess whether publishing the information is in public interest, whether that requested 
information is subject to restrictions referred to in Article 9 of the given Law and whether it is the 

information referred to in Article 10 of this Law.  

 
Considering that the requested information is state secret we thus believe they are subject to 

restrictions referred to in Article 9 of the Law, and not the type of information referred to in 
Article 10 of the Law, and thus the Agency refused the request of the plaintiff believing that 

publishing of the requested information would cause considerably greater harm than is the 
interest of the public for publicising the information. 

 
In that sense the defendant’s attorney submits the confirmation of the National Security Agency 

ref.no. 250-02-6322/06 as of 6 October 2006. 

 
The Court hereby passes the following  

 
D E C I S I O N 

 
The confirmation provided by the National Security Agency is inspected. 

 
The plaintiff’s representative: Never requested inspection of the records of data maintained by 

the Agency, just the number of persons which may possibly not have any operational value, as is 

stated by the defendant’s attorney and as such may not be abused to whatsoever purpose. 
Above all we contest that publicising the number could interfere with the performance of any 

duties of the Agency, as argued by the defendant’s attorney. Also, when it comes to the 
requested data they are only to show the efficiency in spending of budgetary resources, and the 

amount of funds allocated is available in the Budget Law, but not the manner in which the funds 
are spent. 

 
We contest the allegations that the term “test of harm” has not been regulated since Article 9 

paragraph 2 refers expressly to this. 

 
The plaintiff points out that they never requested the inspection of records, nor the data from 

the register or any other operational data of the Agency, neither the number of persons 
surveilled this year, but just a figure, the number of those surveilled and tapped last year which 

by no means may endanger national security. 
 

The defendant’s attorney points out that the register of data contains records, including secretly 

gathered data containing the requested information. 
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The plaintiff’s representative points out that pursuant to the Law on Free Access to Information, 
Article 13, paragraphs 2, 3 and 4 the Agency was obliged to enable access to requested 

information after deletion of the data which are a state secret, meaning that even if this 
information is contained within the register of their data they could have deleted everything else 

and just leave the numbers in the list which would show the number of people which were 

surveilled and tapped, and such list numbers could by no means be  the state secret, neither has 
the Agency proven that such list numbers are state secret. 

 
The defendant’s attorney underscores that the plaintiff takes the liberty to contest the right of 

the official authority to classify certain type of document as a state secret whereas in own 
presentation draws assessments and conclusions regarding what might and what might not be 

the state secret. Considering the highly specific nature of operation of the Agency, it is unable to 
provide more detailed explanation of the procedures it conducts to be able to explain why certain 

data has operational value in order not to jeopardise the ongoing actions. 

 
The litigants have nothing to add. 

 
FINAL PROPOSALS OF THE LITIGANTS 

 
The plaintiff’s representative propose the court to abolish the disputed act and order access to 

requested information, and as for the request to impose the maximum fine to the defendant the 
representative of the plaintiff declared they are renouncing this request. 

 

The defendant’s attorney proposes the court to dismiss the complaint as ungrounded. 
 

The hearing ended in 10:55 AM 
 

The court shall pass the judgement within the statutory deadline. 
 

The minutes have been dictated aloud. 
 

The litigants have no objections and sign the minutes. 

 

Minutes from the main hearing from 17 October 2007 
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The Administrative Court does not pronounce judgements at the oral hearing sessions, but 
passes them within the statutory deadline of 8 days. The judgement abolishes the resolution 

of the National Security Agency and orders to pass a new, lawful resolution. 

 
 

“…abolishes the resolution of the National Security Agency…” 
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“…the rationale of the resolution does not state, neither there are proofs 
in the files ….that the fact has been established that the disclosure of the 
requested information would cause harm to national security greater than 
the public interest for publishing the information, in which case it would 
be considered that these interests are greatly threatened.” 
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Verdict of the Administrative Court from 19 October 2006 

 
 

The Administrative Court abolishes the resolution of the Agency as unlawful, since this institution 

did not conduct any test of harm and orders passing a new, lawful resolution. 
 

“The rationale of the resolution does not state, neither there are proofs in the files that it has 
been established that the disclosure of the requested information would cause harm to 

national security greater than the public interest for publishing the information, in which 
case it would be considered that these interests are greatly threatened.” 

 
After verdict, the Agency is reaching new decison alowing access to requested information.  
 

 

 

“In the contested resolution, the defendant only referred to the regulation, 
without stating other elements as any rationale is supposed to contain, which 
would indicate proper application of the substantive law – in the given case 
Article 9, paragraph 1 of the Law on Free Access to Information. Due to this 
violation of the procedure the disputed resolution is unlawful.” 

 

“In the repeated procedure the defendant shall, acting in accordance with the 
objections of the Court, remove the irregularities … and pass a new resolution.” 

 



5. Ban of access to information 

_______________________________________________________________________________ 
 

 45 

 



5. Ban of access to information 

_______________________________________________________________________________ 
 

 46 

 
 

 
Decision of the National Security Agency from 24th November 2006 
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MANS asked from the Agency for National Security a copy of the Rulebook on the Use and 
Keeping of Materials, which the Agency refused to submit with the explanation that the 

requested information is confidential and that according to the Law on Agency for 
National Security it represents a secret. 

 

 
 

Decision of the Agency for National Security from 24 October 2006 

 
 
 

„Attending to the request of MANS, the Agency found out that the mentioned enactment 
does not contain data which indicate the quotes from Article 10 of the Law on Free 
Access to Information. Although disclosure of data held by the public authority bodies is 
of public interest, in this concrete case the Agency determined that the requested 
information, included in the requested enactment, is of confidential character since it 
regulates acting and access to data and documents including data which according to 
Article 16 paragraphs 1 and 2 of the Law on Agency for National Security represent a 
state, official and business secret. The aforesaid is confirmed by the fact that the 
enactment regulating this matter is published in a confidential issue of the Official 
Gazette of RoM access to which is restricted.“  
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MANS lodged a complaint to the Administrative Court  stating among other the following: 
 

...Rulebook on the Use and Keeping of Materials includes a procedure and criteria based on 
which materials in the Agency are kept and used so that in this case the publishing of 
such information could not significantly imperil national security. 
 

Apart from that, the request for free access to information did not require data and documents 
which according to Article 16 paragraph 1 of the Law on Agency for National Security represent a 
state, official and business secret but exclusively the enactment regulating the manner in which 
that material is used and kept... 
 

...The decision of the Agency does not include proofs that the institution conducted a 
noxiousness test in the procedure of making the decision apart from the fact that the 
Rulebook was passed by the Government of the Republic of Montenegro and 
published in the Official Gazette – confidential publication no 1/06 from 28 April 
2006, which in no case represents a proof that the requested Rulebook is a secret. 
 

Apart from that it should be pointed out that the manner of access to information 
held by the public authority bodies  and the possibility to restrict access to 
information are regulated by the Law on Free Access to Information and that every 
restriction of the right to access  based on an enactment of smaller legal force than 
the law does not comply with the law.  
 
After lodging of the complaint, the Agency for National Security itself annulled the 
previous decision and made a new one by which access to the required information is 

allowed. 

 

 
Decision of the Agency for National Security from 7 December 2006 

„After lodging of a complaint to the response, the Agency again considered the request, 
determined that access to the requested infomation is not restricted according to the law 
and decided as in the explanation of this decision, in compliance with Article 256 of the 
Law on General Administrative Procedure (Official Gazette of Montenegro, no. 60/03 
from 28 10 2003)“ 
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Case study 6: Protection of confidental data by delation 

 

MANS asked from the Agency for National Security a copy of the enactment including data on the 

total number of employees and the number of employees per sector. 
 

The Agency refused the request with the explanation that making public of such 
information could significantly imperil national security.  

 
Decision of the Agency for National Security from 23 March 2006 

 

Excerpts from the complaint as of 25 April 2006 
...In our request we did not ask names to be disclosed of individuals employed in the 
Agency, which could influence both the work of the Agency employees, and their personal safety, 
and thus also the security of the state. We inquired only in the number of employees being 
financed from the budget, and every citizen has the right to know how money of taxpayers is 
being spent, even if this is done by the Agency for National Security, which is a state instituion 
and whose employees receive salaries from the Budget. 
 

Also, in the request we did not ask for the number of collaborators of the Agency, but 
only the number of steadily employed persons, i.e. persons for whom taxes and 
contributions are paid. Since the Agency is separated from the Ministry of Internal Affairs by the 
new Law, it is obliged to pay taxes and contributions for its employees, so that officials in the 
state bodies in charge of calculating and control of payment of taxes and contributions, as well 
as the bank through which the salaries are paid have the information on the exact number of 
employees of the Agency. 
 

„The required data refer to enactments of the Agency for National Security of the 
Republic of Montenegro whose disclosure could significantly imperil national security.“  
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Since no legal enactment prescribes that data on taxes and contributions are to be 
kept as a state secret, and the information is already held by officials outside the 
Agency, there is no reason why citizens should not become acquainted with that 
information. 
 

Furthermore, in compliance with the Law on Agency for National Security, a part of the 
employees of the Agency are engaged based on an open competition  and the Law on Civil 
Servants and State Employees, so that Agency was obliged to make public at least that 
information, in compliance with Article 13, paragraphs 2, 3 and 4. 
 

In accordance with the Law, restriction of access to information, in every concrete 
case, must be preceeded by a noxiousness test... 

The verdict annulled the Agency decision, for it did not include the determined state 

of facts, legal regulations and the reasons why the information is proclaimed secret.  

 
Verdict of the Administrative Court from 11 October 2006 

„The disputed decision violated also provision from Article 203 of the Law on Administrative 
Procedure, for it does not include the state of the facts, legal regulations and the reasons 
which point to the decision as it is given in the explanation with regard to the determined 
state of facts. A valid explanation, by nature of things represents a necessary prerequisite 
for assessment of legality of the disputed resolution in a legal dispute. To say the truth, the 
defendant gave in a response to the complaint more detailed reasons for making the 
disputed decision, however, the response to the complaint and the reasons given at the 
hearing, cannot compensate for the lack of explanation of the disputed decision, for the 
Court assesses in an adminsitrative dispute the legality of the enactment being disputed by 
the complaint.“ 
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By a verdict of the Administrative Court, the Agency made a  new decision by which it 
allowed access to the required information. 

 
 

Decision of the Agency for National Security from 15 November 2006 

„Network for Affirmation of Non-government Sector – MANS from Podgorica Bohinjska bb, 
is allowed access to part of the information  – Rulebook on the Organization and Job 
Systematization in the State Security Service, in the part relating to the total number of 
systematized positions, after delation of the remaining part of the information to which 
access is restricted.“ 
 



5. Ban of access to information 

_______________________________________________________________________________ 
 

 52 

 
Decision of the Agency for National Security from 15 November 2006 

„Until completion of the transformation process of the overall legal regulation, the 
Agency shall act according to rules of the State Security Service, as its legal 
successor.“ 

„Although the requested enactment is secret by its character, it was assessed that 
by allowing insight into part of the enactment pertaining to the number of work 
positions in the Agency, a part of the request submitted by MANS can be met, for 
disclosure of this part of the information should not cause damage which would 
outweigh the public interest for disclosure of that information.“ 
 

„Namely, the Agency for National Security is a state body whose competence is the 
protection of national security, due to which by threatening and imperilling the 
operation of the Agency in an indirect or a direct way the national security could be 
imperilled as well. 
 
In the concrete case, the arrangement and the structure of employees within the 
organization units of the Agency for National Security, represents information with a 
safety character of particular importance, whose abuse could make impossible 
adequate positioning and resistance to the potential safety risks and threats.“ 
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Rulebook on organization and job systematization in the State Security Service 

STATE SECRET 
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Rulebook on organization and job systematization in the State Security Service 
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Rulebook on organization and job systematization in the State Security Service 
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Rulebook on organization and job systematization in the State Security Service 
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Case study 7: Tax secret 

 

MANS asked from the Tax Administration copies of tax reports of the Government 

members. 
 

The Tax Administration refused the request with the explanation that access to information 
is restricted if it is covered by a special law on data secrecy, and that in this concrete case the 

concerned data are proclaimed a tax secret by the Law on Tax Administration. 
 

 
Decision of Tax Administration from 15 December 2006 

„Article 9 paragraph 1 item 3 point 3 of the Law on Free Access to Information 
prescribes that access to information is restricted if it is covered by a special Law on 
Data Secrecy, and Article 16 paragraph 1 item 2 of the Law on Tax Administration 
(Official Gazette of the Republic of Montenegro number 65/01 and 80/04) that 
every information or a piece of data on a tax payer that Tax Administration holds 
shall constitute a tax secret, except for information and data that cannot be 
connected to a concrete tax payer nor be identified in any other way. „ 
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MANS lodged a complaint to the Ministry of Finance, as a second instance body, but this 
institution refused it stating that the first instance body was not obliged to conduct the 

harm test, for such an obligation is not prescribed by the law. 
 

 
 

Decision of the Ministry of Finance from 23 January 2007 

„The first instance body stated rightly in the explanation of the decision that the 
subject request refers to concrete persons and that the requested data 
constitute a tax secret in terms of the above quoted legal regulation.“ 

 

„Complaint of the accuser that the first instance body was obliged to conduct a 
harm test in accordance with Article 9 paragraph 7 of the Law on Free Access to 
Information is groundless, since such an obligation is not prescribed by the quoted 
provision of the law. 
 
This means that this Ministry determined that the fist instance body made a correct 
decision quoting provision from Article 16 paragraph 1 item 2 of the Law on Tax 
Administration and that material right has not been violated, and that the quotes in 
the complaint are groudless.“ 
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MANS submitted on 9 February 2007 a complaint to the Administrative Court which states 
among other: 
 

According to the exposition of the Law on Free Access to Information, Article 8 provides for the 
obligation of the public authority bodies to ensure access to information they hold, except in 
cases forseen by this law. 
 

This provision is important because it excludes the possibility to prescribe restriction of access to 
information  by other laws and general enactments, i.e. if such restrictions have been prescribed 
or if they are prescribed in the future, after coming into force of this law it will not be possible to 
apply them.'' 
 

Therefore, one of the provisions that is directly contrary to the Law on Free Access to 
Information and was adopted prior to that law is obviously also Article 16 paragraph 1 and item 2 
of the Law on Tax Administration, which prescribes restriction of access to information. 
 

The decision of the Tax Administration number 03/1-25824/2-06 from 14 December 2006 does 
not include proofs that the harm test was conducted, in compliance with Article 9 
paragraph 7 of the Law on Free Access to Information, since it is not mentioned in the decision.  
 

Although expenses of the harm test are to be born by the public authority body, Tax 
Administration passed a decision by which the requested information is declared secret, not 
considering the collision between the provisions of the Law on Free Access to Information as Lex 
Specialis and the Law on Tax Administration as inferior in relation to the Law on Free Access to 
Information.  
 

Since the request asked for copies of tax reports of high state officials, i.e. of the 
Prime Minister, Vice Prime Ministers, as well as of all the Ministers in the Government 
of the Republic of Montenegro who reported their property and income to the 
Commission for Determining of Conflict of Interest, we point out that the data on 
revenues and property on which the tax is to be paid is public, and that they are 
published on the Web page of the Commission. 
 

Therefore the data on the tax paid by the public officials on the revenues and property they have 
already reported, should not on any grounds be secret. Precisely the contrary, citizens have the 
rigth to know whether public officials pay taxes and what these taxes amount to, and the 
disclosure of such information can harm the public official only in case when s/he has not paid 
the tax.   
 
The Administrative Court has not yet passed a verdict. 
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Case study 8: Data on financial transactions 

 

MANS asked from the Administration for Prevention of Money Laundering  copies of enactmens 

submitted to competent institutions of Great Britain relating to the checking of the credit 
borrowing of the MP Milo Djukanovic amounting to 1,5 million Euro, as well as all the responses 

obtained by the competent institutions of Great Britain. 
 

Administration for Prevention of Money Laundering refused the request as groundless with the 
explanation that the Law on Prevention of Money Laundering and Financing of 

Terrorism, classifies the requested information as a business secret, and that access 

is forbidden based on  the procedures of Egmont Group which prescribe that data 
exchanged by the financial intelligence services cannot be forwarded to third 

persons. 

 
 

Decision of the Administration for Money Laundering from September 10 2007 

„In compliance with provisions of Article 36 paragraph 2 of the Law on Prevention of 
Money Laundering and Financing of Terrorism (Official Gazette of RoM no 55/3 and 
17/05) data on a request, submitting of data, information or documents, temporary 
suspension of a transaction i.e. instruction given as of paragraph 1 of the same Article 
constitute a business secret.“                       
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Decision of the Administration for Money Laundering from September 10 2007 
 

 
MANS lodged a complaint to the Ministry of Finances stating among other the following 
 

...Legal provision that disclosure of information held by public authority bodies is of 
public interest has manyfold importance. By determining public interest in this area the 
primary importance is undoubtedly given to the interest to disclose information in relation to the 
opposite interest to exempt it from disclosure for any reason whatsoever, including the possible 
damage to the bearers of that interest.  
 

Article 8 of the Law on Free Access to Information prescribes that a public authority body is 
obliged to make it possible to the requester to access information or a part of it, except in cases 
foreseen by this law. 
 

„In compliance with the strict procedures and principles of Egmont Group 
data exchanged by the financial intelligence services cannot be forwarded to 
third persons. These data cannot be used as proofs at the court without a 
prior consent of the sender. Data can serve only for intelligence and analytics 
purposes.“ 
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This provision is also important because it excludes to possibility to prescribe limited 
access to information by other laws and general enactments, i.e. if such restrictions have 
been prescribed or if they are prescribed in the future, by coming into force of this law there will 
be no possiblity to implement them... 
 

...The decision does not include proofs that in the procedure of passing of the subject 
decision the body conducted a harm test as prescribed by the law. 
 

Furthermore, according to Article 10 of the Law on Free Access to Information a public authority 
body is obliged to make possible access to information, or a part of it from Article 9 paragraph 1 
of this law, if it includes data that obviously indicate: failure to comply with material 
provisions, unauthorized use of public resources, abuse of authority, unconscientious 
performance of an official duty, existance of grounds for doubt that a criminal act has 
been committed or existance of reasons for refuting of a court decision, 
notwithstanding the amount of damage for the interests from Article 9 paragraph 1 of this 
Article.  

This Article establishes the so called paramount (absolute) public interst, i.e. cases have been 
foreseen in which access to information must be allowed notwithstanding the amount of damage 
that can be caused due to this to the foreseen legitimate interests. 

Implementation of this Article is extremely important because in this concrete case 
the person in question is a public official whose income expressed in the report on  
property to the Commission for Determining of Conflict of Interest is far below the 
transaction of 1, 5 million, and he is according to the Law on Conflict of Interest certainly 
obliged to report this credit borrowing; therefore making possible access to the information in no 
case violates his right to privacy and in that case the Administration for Money Lauderinng would 
be asked whether it can confirm or deny doubts of corruption. 

 

Apart from that,  Article 13 paragraph 2 of the Law on Free Access to Information prescribes that 
if access to a part of information is limited, the body is obliged to make possible access to 
information after delation of that part of information to which access is restricted... 
 

The Ministry of Finances refused the complaint as groundless, stating that the first 

instance body applied the law properly. 
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Ministry Decision from October 12  2007 

 
 

„The complaint of the Network for Affirmation of Non-government Sector – MANS, from 
Podgorica, Dalmatinska 188, lodged against the Decision of the Administration for 
Money Laundering no. 0401-19/95/07 from 10 09 2007 is refused as groundless.“ 
 

„Namely, through insight into the documents of the case it was determined that 
the first instance body correctly applied provison of Article 9 paragraph 1 item 3 
point 3 of the Law on Free Access to Information, since the requested 
information is without doubt covered by the special laws on secrecy of data. 
Namely, provision from Article 36 paragraph 2  and provision from Article 38 of 
the Law on Prevention of Money Laundering and Financing of Terrorism (Off. 
Gazette RoM, no. 55/03, 58/03) prescribe that the data on the request, 
submission of data, information or documents constitute a business secret.“  
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Case study 9: Data on persons 

 

MANS asked from the Ministry of Maritime Affairs and Transport copies of enactments including 

data on qualification, years of experience and the data on the passed state exam for the Ministry 
Secretary, Vice-Minister, Advisors to the Minister and Independent Advisors in the Ministry. 
 

The Ministary refused the request with the explanation that disclosure of the requested 

information would imperil the privacy or other personal rights of individuals. 
 

 
Decision of the Ministry of of Maritime Affairs and Transport from March 29 2006 

 
The Decision was disputed by the complaint lodged on April 28 2006 
 

...Information relating to the data on qualification of the state employees and public servants 
cannot constitute information access to which is restricted because when they are being 
employed an open competition is announced (Article 19 of the Law on State Employees and 
Public Servants), so in accordance with that all the documents are public. 
 

Also, data required in the quoted request represent biographies of state employees and public 
servants, and the current practice of the Government of the Republic of Montenegro is such that 
similar data are published on the web sites of ministries. 
 

The Administrative Court passed a verdict by which the decision of the Ministry is annulled 
with the explanation that the quotes given in the disputed decision are groundless and unclear 

and that the explanation does not explain why privacy and personal rights of individuas 

would be imperilled since they have already been published in the Rulebook on Job 
Systematization and Organization of Work Positions which cannot be a business secret and which 

is available to all the officials of the Ministry. 

„Based on the provisions from Article 18 paragraph 3, and in relation to Article 9 paragraph 1 of 
the Law on Free Access to Information the subject request is being refused since it refers to 
information access to which is restricted according to the mentioned law. Namely, the submitting 
of the requested inormation and their disclosure would imperil privacy and other personal rights 
of individuals, as prescribed by Article 9 paragraph 1 item 6 point 4 of the Law on Free Access to 
Information.“ 
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Verdict of the Administrative Court from 10 October 2006 

 

 
The Ministary of Maritime Affairs and Transport passed on 17 October 2006 a 

decision on verdict by which it allows access to requested information. 

 
 

 

„The defendant did not explain why privacy and personal rights of the individuals – 
state employees would be imperilled  if data on qualifications of the Ministry Secretary, 
Vice-Mnister, Advisor to the Minster and Independent Advisors, data on the years of 
service and on the passed state exam were disclosed. These data have already become 
public, by the fact that conditions for employment are determined by the Rulebook on 
Organization and Job Systematization, which cannot be a business or any other secret 
and which is available to all the officials employed in the Ministry, if the conditions for 
employment are published in the media,if those conditions are to be met by the 
candidates who have become employed, if the Commission for the State Exams is 
acquainted with the data on the candidates, when the state exam is taken, as well as 
the Administration for Qualified Personnel which conducts the process of public 
announcing. By submitting the requested data, according to the opinion of the Court, 
privacy and other personal rights of individuals cannot be imperiled.“ 

 


